
 

What To Do If You’ve Been Scammed 

 

 

 

 

 

 

 

 

 

 

 

Stay calm and stop talking to the scammer. 

Secure your information by calling your bank if you 

have shared any banking details.  

 

You should change your passwords to websites or 

email accounts where you have shared any 

personal information. 

Take screenshots of the scammer’s details and 

any messages. 

 

Report the scam and send the screenshots to the 

website or www.scamwatch.org.au  

Ask for support from a trusted adult.  

http://www.scamwatch.org.au/


 

 

 

 

 

 

 

 

 

 

Call 000 if you are in immediate danger.  

Visit www.idcare.org for support if you think your 

identity has been stolen. 

www.interactionservices.org/online-safety-training  

http://www.idcare.org/
http://www.interactionservices.org/online-safety-training

